El Contexto de la Seguridad Digital

* Con los dispositivos móviles inteligentes, como los teléfonos inteligentes, los niños pueden permanecer conectados en todos lados. Esto ofrece muchas oportunidades y ventajas, pero con las nuevas oportunidades, a menudo, vemos nuevos desafíos, como:
  + Cómo determinar quién debería "ser amigo" o "seguir" tu cuenta
  + Cuándo compartir fotos o videos en línea
  + Cómo responder a los comentarios negativos en las redes sociales
  + Si usar o no servicios basados en la ubicación en las aplicaciones
  + Cuánto tiempo frente a la pantalla es apropiado
* Cuando le dan acceso a su niño a un dispositivo digital, es importante tener conversaciones asiduas acerca de la seguridad digital para que pueda desarrollar aptitudes para tomar de decisiones inteligentes en línea. No es muy distinto de cómo lo guiarían para que permaneciera seguro fuera de línea. Por ejemplo, no le permitirían cruzar la calle sin antes recordarle que mire a ambos lados, ¿cierto?

Datos y Números

* El 98 % de los niños menores de 8 años tienen acceso a algún tipo de dispositivo móvil inteligente en su hogar. [i](#_bookmark4)
* El 89 % de los adolescentes tiene su propio teléfono inteligente. [ii](#_bookmark3)
* El 57% de los adolescentes dice que las redes sociales los distraen cuando deberían estar haciendo la tarea. [iii](#_bookmark0)
* El 99 % de las escuelas y bibliotecas públicas tiene una conexión a Internet. [iv](#_bookmark1)
* El uso que hacen los adolescentes de Internet en la escuela se ha incrementado 45 % desde el 2000. [v](#_bookmark2)

Otros Recursos de Seguridad Digital

* [The SmartTalk:](https://thesmarttalk.org/%23/) El sitio interactivo que ayuda a las familias a tener una conversación sobre la seguridad digital y a asentar por escrito las reglas básicas para definir los límites tecnológicos.
* [ConnectSafely](https://www.connectsafely.org/)**:** Los padres, los adolescentes, los educadores y los defensores encontrarán consejos, advertencias sobre seguridad, artículos, noticias, análisis, videos y otros recursos para fomentar el uso eficaz de la tecnología conectada. ConnectSafely también es el anfitrión en los E.E.U.U. de Safer Internet Day (Día Internacional de Internet Segura).
* [Common Sense Media**:**](https://www.commonsensemedia.org/parent-concerns)Información acerca de maneras para apoyar a los jóvenes mientras se convierten en ciudadanos digitales. Incluye reseñas y calificaciones de aplicaciones y juegos.
* [Net Cetera:](https://www.consumer.ftc.gov/features/feature-0002-parents) (OnGuardOnline.Gov): Son guías para padres con información de la Comisión Federal de Comercio sobre cómo proteger a su hijo del robo de identidad y las estafas por suplantación de identidad (phishing).
* [Facebook:](https://www.facebook.com/safety/youth) El Centro de seguridad tiene recursos para padres y niños sobre privacidad, seguridad y prevención del bullying.
* [Instagram:](https://wellbeing.instagram.com/parents) Esta guía para padres destaca las funciones claves de la aplicación de Instagram que los padres deberían tener presentes para asegurarse de que sus hijos se protejan a sí mismos.
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